	[image: ]
Marine Public Protection Procedures
Evidence of Compliance with the Terrorism (Protection of Premises) Act 2025

This template has been designed as an aid for British Marine members whose premises fall in scope of the above legislation, and being able to host between 200 – 788 people, come under the Act’s ‘standard tier’ requirements.  Please refer to our guidance note for further information via our Public Affairs webpage.    

Premises Details
Business Name:  [insert details]
Address: [insert details]
Responsible Person:  [insert details]
Role:  [insert details]
Contact Details:  [insert details]

Scope and Purpose
These procedures apply to all staff, contractors, volunteers, boat owners and visitors present at premises. They meet the requirement under the Terrorism (Protection of Premises) Act 2025 to have appropriate and reasonably practicable public protection procedures.

Roles and Responsibilities
Responsible Person / Duty Manager:  [insert details]
- Overall responsibility for implementation and compliance
- Authority to initiate evacuation, invacuation or lockdown
Staff:
- Follow instructions and support public safety actions
- Assist visitors and vulnerable persons

Evacuation
Objective: Enable safe and orderly exit of personnel and public from the premises to a safe, pre-designated “assembly point / safe area,” away from danger.
Trigger events: Suspicion or confirmation of a terrorist threat/attack at or near the premises — examples could include a bomb threat, suspicious device, active attacker, or vehicle-borne threat etc.




Key Elements:
1. Pre-designated evacuation routes and assembly points — clearly mapped, sign-posted, and known to staff. For example: pier exit → main gate → car park / public road / other safe external area. Have more than one route if possible (redundancy).
2. Staff briefings and drills — ensure that staff know which routes to take; who leads; who assists people needing help (mobility issues, visitors unfamiliar with the site).
3. Assembly point(s): for example, identify locations well away from marina infrastructure, boat berths, potential blast/impact zones, and with easy access for emergency services.
4. Roll-call / muster procedure: once evacuated, staff account for all personnel, known visitors / boat-owners on site (as far as possible). Designate staff responsible for head/count.
5. Post-evacuation instructions: keep people at assembly point until “all clear” given by Responsible Person or first responder; avoid re-entering the premises until advised.
Procedure:
1. Duty Manager initiates evacuation
2. Staff direct people to designated evacuation routes
3. Proceed to assembly point(s)
4. Conduct headcount where practicable

Assembly Point(s):  [insert details] 
Primary:  [insert details]
Secondary:  [insert details]

Documentation:  
Include following details: 
· A map plan of evacuation routes and assembly points; 
· Staff responsibilities; 
· Muster procedure; 
· Alternative routes if primary blocked.

Invacuation (Shelter-in-Place) Procedure
Objective: To rapidly bring people inside, or to safer parts of the premises, when evacuation is unsafe for example, due to an attacker outside, threat nearby, or other uncertain external conditions.
Trigger events: Suspicion or detection of threat outside and imminent risk of violence — e.g. armed attacker spotted near entrance, suspicious vehicle outside gates, intelligence/alert from authorities, external explosion, etc.
Key Elements:
1. Pre-identified safe zones/rooms — internal areas within buildings, for example a secure office, or storage rooms with minimal windows and lockable doors.
2. Ability to secure safe zones quickly — doors that lock easily, minimal windows or windows that can be covered / blocked, limited access. Note: The Act does not require mandatory physical alterations, but use what is reasonably available.
3. Staff training and awareness: staff know who leads, where to take people inside, how to secure the doors, and how to account for persons once inside.
4. Muster safe-zone procedure: once inside, staff guide people to safe zone; try to account for all personnel / visitors; remain quiet, out of sight if necessary; await further instruction or “all clear.”
5. Fallback if no safe room exists: if the building layout does not allow safe zones (e.g. only open areas / piers), consider a simplified procedure: for example, move people away from external exposures (e.g. close to outer edges, open water, etc.), lock access points to the pier/berth, and wait for guidance; or consider evacuation if safer. The “reasonably practicable” clause allows for flexibility.
Procedure:
1. Staff instruct people to move to designated safe areas
2. Secure doors and restrict visibility
3. Remain in place until further instruction

Designated Safe Areas:  [insert details]

Documentation: 
Include the following details 
· Layout of safe zones;
· instructions for securing; 
· roles/responsibilities; 
· fallback plan if safe zones unavailable.

Lockdown Procedure
Objective: Secure the premises to prevent or limit further entry or exit, reducing the likelihood of an attacker entering, and containing hazards to the smallest possible area.
Trigger events: Credible threat of an external or internal attack — e.g., suspicious persons/vehicles approaching, credible intelligence, threat level raised, or attack underway.
Key Elements:
1. Identification of all access points: entrances, gates, slipways, piers, pedestrian walkways, vehicle gates, boathouse access, etc.— map them.
2. Clear lockdown procedures: who has authority to initiate lockdown (e.g. Duty Manager), how to secure each access point (lock gates/doors, lower barriers, secure slipways, lock boathouses).
3. Physical means available (as far as reasonably practicable): use existing locks, barriers, gates, shutters; if fitted, close and secure them. The Act does not obligate you to install new physical infrastructure just to comply. 
4. Control of movement within premises: once lockdown initiated — no entry or exit unless authorised; staff to monitor access points; only essential movement allowed (e.g. to safe zones or evacuation if required).
5. Coordination with first responders / emergency services: if a threat is verified or suspected, call emergency services; inform them you are in lockdown; provide information (location, nature of threat, status of people inside, etc.).
6. Post-event procedures: once “all clear” given, ensure controlled normalisation — check all access points, ensure structural integrity (if relevant), account for all persons, log incident and lessons learned.
Procedure:
1. Secure all access points where possible
2. Prevent entry or exit unless directed
3. Maintain communication with emergency services

Access Points to Secure:   [insert details]

Documentation: 
Include the following 
· Map of access points and barrier; 
· clear instructions on who can declare lockdown; 
· step-by-step lockdown protocol;
· fall-back if some access points can’t be locked;,
· contact list for emergency services.


Communication Protocol
Objective: Ensure timely and accurate communication of threat information and instructions to staff, visitors, users to enable effective activation of the evacuation, invacuation or lockdown procedures.
Key Elements:
1. Alert mechanisms: define how a threat is communicated internally (e.g. mobile phone call/text/message, radio, PA system, megaphone, etc.), depending on premises size, layout, and resources. For a marina this might be: VHF radio / harbour radio, staff mobile phone, siren/whistle, public-address speaker (if installed), or simple loud-hail.
2. Content of messages: clear, concise instructions — e.g.: “Evacuate immediately via [route] to [assembly point]”; or “Lockdown — do not leave or enter; secure all gates/doors”; or “Invacuate to secure area [location] and await further instruction.” Include instruction to obey staff, remain calm, assist others.
3. Roles & accountability: who sends messages (e.g. Duty Manager / Communications Coordinator), who repeats instructions, who verifies receipt, who monitors communications.
4. Liaison with external emergency services: once notified, designate someone to speak with police/fire/other responders; provide them with status updates (people inside, safe zones, any casualties, structural damage, etc.).
5. Post-incident communication: once threat has passed or “all clear” given — communicate with all staff/visitors; confirm next steps; remind of support, debriefing, update on access, re-entry, or any further instructions.
6. Training and awareness: ensure all staff know the communication protocol, and practice once in a while (e.g. part of a general emergency drill).

Documentation: 
A communications plan should be drawn up to include the following:
· A list of the communication tools available; 
· Contact lists.
· Templates for alert messages; 
· Form to log when messages are sent and by whom.

Training and Awareness
All staff must receive awareness training on these procedures as part of induction.
Refresher training should be conducted periodically.

Review and Record Keeping
These procedures will be reviewed at least annually, or following any significant change to the premises or after an incident.
Date of Last Review:  [insert date]
Next Review Due: [Insert date]

Appendices
· Site maps showing evacuation routes, access points and safe areas
· Emergency contact list
· Training record log
· Incident log template
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